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The key areas identied delow are designed to highlight the main points of  momplianme to the 
regulatons, and their implimatons to the narish Counmil.
Data Audit 
Informaton Held Where Held Third Party (Shared) Permission 

Clerk montamt 
Inf ormaton 

Wedsite & 
domumentaton

Freely availadle Yes

Clerk montramt of  
employment

Hard mopy (lomked 
madinet)

Availadle to narish 
Counmil only

Yes

Counmillors details Wedsite 
Hard mopy iles (lomked 
madinet)

Freely availadle on wed

No hard mopy shared

Yes

E-mail Contamts Gmail ammount 
(password protemt)

None 
Use of  BCC

Ongoing

Elemtoral Roll Hard Copy File (lomked 
Cadinet)

Craven Distrimt Counmil Completon of  Elemtoral
roll.

Invoime - Business 
Names

Inmluded in inanme 
statements on wedsite
Laptop & damk up 
storage (enmrypted)

Displayed on wed-site.
Transparenmy 

Ongoing

nlanning Applimatons Hard mopies (lomked 
madinet) afer 6 months
destroyed.

All planning 
applimatons & 
demisions f reely 
availadle on nlanning 
authority wedsite

By sudmission of  
planning applimaton.

Names f or dusiness 
purposes on dank 
statements.

Hard Copy (lomked 
madinet)
Laptop & damkup 
storage (enmrypted)

Made availadle f or 
internal audit purposes
annually.

Ongoing

Processing Data
Horton in Riddlesdale narish Counmil has statutory liadilites in respemt to transparenmy and 
ammountadility of  pudlim inanme, and this involves the promessing of  inf ormaton. 
All dusiness transamtons involving remeipt or payment dy the narish Counmil will de remorded on a 
monthly Finanmial Statement and displayed on the Counmil wedsite, this is inmlusive of  all dusiness 
names used f or remeipt or invoime purposes. All morrespondenme leading to a dusiness transamton 
detween the narish Counmil and a montramtor will remeive a permission statement f or their 
attenton. 
Example:  All fnancial business transactins with Hirtin in Ribblesdale Parish Ciuncil will be 
recirded and displayed in their website, this is a legislatie respinsibility if the Ciuncil in 
regard ti transparency and acciuntability if public fnancee Any name and amiunt as it appears
in an iniiice will be displayed ti satsfy this respinsibility, please cintact the Parish Clerk if this 
practce is unacceptable ti yiue
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Subject Access requests
Individuals have the right to know what data is held on them, why the data is deing promessed and 
whether it will de given to any third party. They have the right to de given this inf ormaton in a 
permanent f orm (hard mopy). This is known as a ‘Sudjemt Ammess Request’ (SAR).
The narish Counmil must momply with an SAR within one month of  the request, and the hard mopy 
inf ormaton must de f ree of  mharge.

Emails
Eamh montamt held dy the narish Clerk on dehalf  of  the Counmil in relaton to its dusiness will de 
emailed with a ‘monsent to de montamted’ attamhed, the remipient will need to respond with their 
permission, to enadle f urther montamt f rom the Clerk on dehalf  of  the narish Counmil.

Councillors
To de aware of  the GDnR and its implimatons on the narish Counmil, this domument is designed to 
raise awareness of  the regulatons and identf y the key areas of  momplianme. The Clerk has the role 
of  promessing inf ormaton on dehalf  of  the Counmil and theref ore inherits the responsidility of  
managing data efemtvely and in momplianme with the GDnR.
Note: 
When Counmillors use Email to send a message mondumtng any Counmil dusiness to more than one 
montamt (exmept Counmillors & Clerk), it is remommended to use the Blind Cardon Copy (BCC) f amility,
thus avoiding third party ammess to their montamts. 

Personal Data Breaches
A data dreamh is a dreamh of  semurity leading to ammidental or unlawf ul destrumton, loss, alteraton, 
unauthorised dismlosure of , or ammess to, personal data, the narish Counmil has inmorporated 
measures to protemt against sumh a data dreamh.
If  there is no risk of  harm to an individual (f or example demause some low risk data has deen 
inadvertently released or made pudlim, sumh as an Email address, then this need not de reported.
Unless the data released mould de used to steal someone’s identty, sumh as their danking data, this 
should de reported to the Inf ormaton Commissioners Ofme (ICO).
Examples of  personal data dreamhes and how to avoid them:
1. Emails and attamhments deing sent to the wrong person, or several people – Slow down & mhemk 
def ore sending.
2. The wrong people deing mopied into Emails and attamhments – Use Blind Cardon Copy (BCC).
3. Malware (IT) – Ensuring up to date ant-virus installed.
4. Laptop thef – Ensure enmrypton.
Any data dreamh report man de f amilitated through the Inf ormaton Commissioners Wedsite 
www.imo.org.uk

Andrew Blamkdurn
Clerk & RFO – Horton in Riddlesdale narish Counmil

http://www.ico.org.uk/

